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NOTICE OF PRIVACY PRACTICES

This notice describes how medical information about you may be used and disclosed and how you may gain access to that information.

Privacy is very important to patients utilizing our services.  Federal and state laws regarding privacy of medical information are complex, so please read this notice carefully.  If you have any questions, please ask either your behavioral health care provider or our practice Privacy Officer, E. Christopher Payne, Ph.D.

INTRODUCTION – TO OUR PATIENTS

This notice was written to help you understand how we handle your medical information.  Specifically, it outlines how we:  1) use your medical information within our office; 2) how we disclose your medical information to other persons and organizations; and 3) how you can gain access to your medical information.  A federal law called the Health Insurance Portability and Accountability Act (HIPAA) requires us to inform you of mandated privacy practices regarding your medical information.

PROTECTED HEALTH INFORMATION (PHI)

Each time you visit us—or any doctor’s office, hospital, clinic, or other health care provider—medical information about you is collected and stored.  This medical information is called Protected Health Information (PHI) and becomes part of your health care record.  At our office, PHI may include some of the following kinds of information:

· Your personal history (e.g., school, work, marital, medical, etc.)

· Reasons you are seeking treatment (e.g., symptoms, problems, goals, etc.)

· Diagnoses (i.e., the medical terms for your symptoms or problems)

· Progress Notes (i.e., changes we observe and write down about your progress during treatment)

· Records we obtain from other providers who have treated or evaluated you

· Psychological test scores, school records, etc.

· Information about medications prescribed for you

· Legal documents and proceedings

· Billing and insurance information

Some of the purposes for which we use your PHI include:

· To plan your treatment

· To evaluate how well our treatments are working for you

· To consult with other health care providers who are also treating you

· To verify that you received the services from us that were billed to you or your insurance carrier

· For teaching and training other behavioral health care providers

· For medical or psychological research

Although your PHI remains the physical property of our office, the information itself belongs to you.  You may inspect, read or review your PHI.  You also may ask us (in writing) to amend your PHI if you believe some part of it is incorrect or incomplete.  However, we may deny your request if we believe that your PHI:  1) is correct and complete; 2) was not created by us and/or is not part of our records; or 3) is not permitted by law to be disclosed to you.  If you would like a copy of your PHI, we will provide you with one; however, we may charge you for the costs of photocopying and postage (if applicable).

PRIVACY AND THE LAW

The HIPAA law requires us to keep your PHI private and to provide you with this notice of our legal duties and privacy practices, which is called the Notice of Privacy Practices (NPP).  We must obey the rules of this NPP as long as current federal and state regulations remain in effect.  However, if new regulations are adopted, your PHI will be governed by those regulations.  Any changes to this NPP will be posted in our office waiting area.  You may obtain a copy of our NPP from your behavioral health care provider or the practice Privacy Officer, E. Christopher Payne, Ph.D.

HOW YOUR PHI IS USED AND DISCLOSED

When we access your PHI within our own office, the law refers to this as “use.”  When we share your PHI with others outside our office, the law refers to that as “disclosure.”  Under ordinary circumstances, we use and disclose only the minimum necessary PHI to satisfy the specific purpose for which your records are needed.

The routine use and disclosure of your PHI is covered by a general consent form, which you will be asked to sign at the beginning of your treatment with us.  Signing this consent form acknowledges your acceptance of the terms of this NPP and allows us to treat you.  For uses or disclosures beyond those covered by your general consent, we must obtain a written authorization from you, unless the law permits or requires us to make the use/disclosure without your authorization.

Use and Disclosure of PHI With Your Consent

You will be asked to sign a consent form at the beginning of your treatment that allows us to use and/or disclose your PHI for three routine purposes:  Treatment, Payment, and Health Care Operations (TPO).  Your signed consent permits us to use and disclose your PHI for these purposes.

Treatment:  We use your PHI to provide you with the proper treatments and services.  These may include individual, couples, family or group psychotherapy, psychological, educational or vocational testing, goal setting and treatment planning.  In addition, we may also disclose your PHI to others who provide treatments to you.  These persons may include your primary care physician, psychiatrist, neurologist, or other physician specialist, or other professionals or consultants providing ancillary services to you.

Payment:  We use your PHI to bill you, your insurance carrier, and your managed care organization (if applicable).  We also may contact your insurance carrier or managed care organization to verify your benefits and request authorization for the services we are providing you.  Please be aware that insurance companies and managed care organizations vary greatly in the amount of PHI they require to authorize treatments and process claims.  At an absolute minimum, they require dates of treatment, types of services rendered, charges for those services, and diagnoses.

Health Care Operations:  There are other ways in which we may use or disclose your PHI.  These are called Health Care Operations.  For example, we may use your PHI to evaluate the services we provide.  Also, we may be required to supply information to government health agencies studying specific disorders or treatments.  If we do disclose your PHI to a government health agency, your name and other identifying information will be removed from your records.

Other Uses/Disclosures:  In addition to routine TPO, there are several other related uses or disclosures of your PHI covered by your signed consent.  These include:

· Scheduling Appointments:  We may use or disclose medical information when we contact you to schedule appointments
· Research:  We may use or disclose your PHI for research purposes.  Your name and other identifying information will be removed from your records unless you give us special permission to use that information
· Business Associates:  There are certain jobs we may hire others to do for us.  The law refers to these persons as “Business Associates.”  Examples of business associates might include a copy service we hire to make copies of your PHI, or a billing service we hire to print and mail our bills
Use and Disclosure of PHI With Your Authorization

If we want to use your PHI for any purpose besides those described above, we need your permission and must ask you to sign an authorization form.  If you do authorize the use or disclosure of your PHI, you can revoke that permission (in writing) at any time.  Upon revocation, we can no longer use or disclose your PHI.  However, we cannot take back any PHI we used/disclosed prior to your revocation.

Use and Disclosure of PHI Without Your Consent or Authorization

In some situations, the law allows us to use and disclose your PHI without your consent or authorization.

When Required by Law:  There are some circumstances in which federal, state and local laws require us to disclose PHI:

· When we suspect child abuse or neglect

· When we suspect elder abuse or neglect

· When we suspect impaired driving (driving under the influence)

· When you have made specific threats towards others

· When you are involved in a lawsuit or legal proceeding and we receive a subpoena, discovery request, or other lawful process.  In this event, we disclose your PHI only after:  1) trying to notify you about the subpoena/request, 2) attempting to consult with your attorney; and/or 3) trying to obtain a court order to protect the information being requested

· When government agencies check on us to see whether we are obeying the privacy laws

· When law enforcement officials are investigating a crime or criminal

For Public Health Activities:  We may disclose PHI to agencies that investigate diseases or injuries.

For Specific Government Functions:  There are some government entities/functions that require us to disclose PHI:

· Worker’s compensation programs

· Correctional facilities (if you are an inmate)

· Military and/or veterans programs

· Benefit programs making eligibility or enrollment determinations

· National security purposes

To Prevent a Serious Threat to Health or Safety:  If we believe that there is a serious threat to your health or safety or to that of another person or to the public, we are obliged to disclose some of your PHI to law enforcement officials or other persons who are in a position to lessen or prevent the threat of harm.

Use and Disclosure of PHI With Opportunities for You to Object

We may share some information about you with your family members or other close persons.  However, we disclose your PHI only to those persons directly involved in your treatment and only then after asking you what information you want us to disclose.  We will honor your wishes as long as doing so does not violate the law.

In an emergency, we may disclose your PHI to others if we believe that that will help you.  If we do disclose information in an emergency, we will notify you of the disclosure as soon as possible.  If you object to our disclosure, we will discontinue disclosing your PHI as long as doing so does not violate the law.

Accounting of Disclosures

When we disclose your PHI, we keep a record of where and when we sent it, what we sent, and to whom it was sent.  This list does not include disclosures made to law enforcement officials, correctional facilities, or for national security purposes.  You may ask us for a copy of these disclosures; however, we may charge you for the costs of photocopying and postage (if applicable).

IF YOU HAVE QUESTIONS OR PROBLEMS

If you need more information or have questions about the privacy practices described above, please ask your behavioral health care provider.  If you have a problem with how your PHI has been handled, or if you believe your privacy rights have been violated, please contact the practice Privacy Officer.  Please note that you have the right to file a complaint with us and/or with the Secretary of the Federal Department of Health and Human Services.  We will not limit your care or take retaliatory action against you if you make a complaint.

If you have any questions regarding this notice or our health information privacy policies, please contact our practice Privacy Officer, E. Christopher Payne, Ph.D., at (610) 434-7820.

The effective date of this notice is April 14, 2003.

